
2023 Hospitality Sector 
Threat Landscape

Learn About the Attack Flow 
in the Hospitality Industry

Spanning from hotels to restaurants to cruise ships, the hospitality sector has become 
deeply woven into the everyday routines of millions of people, making its cybersecurity 
threat landscape especially vast, complex, and critical.
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What Makes Hospitality’s Attack Surface Unique?

THREAT ACTORS

LockBit
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Vice Society
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Clop
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Karakurt
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THREAT TACTICS

Of hospitality organizations 
have reported a data breach 
in their company’s history

31%

Of those breached have 
been affected more than 
once in a year

89%

Average cost of a breach in 
the hospitality industry

$3.4M
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Get actionable mitigations against threat actors,  
their tactics, and attack flow to keep your 
organization out of the headlines.
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