
42%

most fear damage to  
their reputation  

from a cyberattack 
or breach.

64%

feel pressured to 
select security 

technologies that 
contain all of the 
latest features.

Double 

44%

Quadruple 

26%

More than
quadruple 

6%

None

24%

How much more does your 
IT team need to grow?

Boards, C-level 
executives and 
owners are the 
people who place 
the most pressure 
on security 
professionals.

IoT is the emerging 
technology that poses 
the second-greatest 
security risk to your 
organization, behind 
the cloud.

Of the most distressing insider threats, 
unauthorized file transfers rank first among 

respondents, with installation of unauthorized 
software or malware coming in second.

These are the key findings from 1,600 global 
respondents to the 2017 Security Pressures  
Report from Trustwave. 

To receive your copy of the report,   
visit trustwave.com

Internet of Things

Which threats impose more pressure?

REASONS THAT RESPONDENTS  
WANT TO PARTNER UP

Why use  
    an MSSP?

65%
feel pressured 

to roll out 
IT projects, 

like new 
applications,  
that are not 

security ready.

Internal vs.
         External51%

49%

To extend security coverage against sophisticated threats

To adopt, deploy and operate hard-to-use security technologies

To compensate for in-house skills shortages

To stretch budgets

To handle routine tasks

To address complex security tasks, like vulnerability testing and incident response

To free up time to work on IT projects that got delayed by unresolved security issues

To gain more visibility into the IT environment

34%

33%

31%

28%

26%

26%

18%

10%

The Pressured World  
of a Security Pro
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